**Рекомендаций членов комиссии:**

В отношении объекта **второй категории** опасности:

1. Проверять целостность металлического ограждения не реже 1 раза в день, при обнаружении нарушения целостности металлического ограждения принимать меры к устранению при невозможности устранения сообщать вышестоящему руководству.
2. Проверять целостность металлические ворота на въезде и на запасных выездах не реже 1 раза в день, при обнаружении нарушения целостности металлических ворот на въезде и на запасных выездах принимать меры к устранению при невозможности устранения сообщать вышестоящему руководству.
3. Обеспечить охрану объекта (территории) сотрудниками частных охранных организаций (ЧОП)– Срок исполнения (1 мес.);
4. Проводить ежедневные проверки работоспособности кнопки тревожной сигнализации (КТС).
5. Оборудовать техническими средствами охранной сигнализацией все помещения с постоянным или временным хранением материальных ценностей, а так же все уязвимые места здания (окна, двери, люки, вентиляционные шахты, короба и т.п.) через которые возможно несанкционированное проникновение в помещения объекта с источниками бесперебойного питания – Срок исполнения (1 мес.);
6. Проводить ежедневные проверки работоспособности, при неисправности сообщать вышестоящему руководству.
7. Проверять работоспособность автоматического определителя номера не реже 1 раза в день, при неисправности принимать меры к устранению при невозможности устранения причин неисправности сообщать вышестоящему руководству.
8. Проверять работоспособность системы экстренного оповещения не реже 1 раза в день, при неисправности принимать меры к устранению при невозможности устранения причин неисправности сообщать вышестоящему руководству.
9. Проверять работоспособность системы контроля и управления доступом (СКУД) не реже 1 раза в день, при неисправности принимать меры к устранению при невозможности устранения причин неисправности сообщать вышестоящему руководству.
10. Проверять работоспособность системы видеонаблюдения (уличного и внутриобъектового) не реже 1 раза в день, при неисправности принимать меры к устранению при невозможности устранения причин неисправности сообщать вышестоящему руководству.
11. Проверять работоспособность системыхранения видеозаписи не реже 1 раза в день, при неисправности принимать меры к устранению при невозможности устранения причин неисправности сообщать вышестоящему руководству.
12. Проверять работоспособность системы видеонаблюдения цифровых видеокамер ( \_\_ штука), аналоговых видеокамер ( \_\_ штука) не реже 1 раза в день, при неисправности принимать меры к устранению при невозможности устранения причин неисправности сообщать вышестоящему руководству.
13. Проверять работоспособность освещения на территории не реже 1 раза в день, при неисправности принимать меры к устранению при невозможности устранения причин неисправности сообщать вышестоящему руководству.
14. Проверять информационные стенды на предмет целостности не реже 1 раза в день, при отсутствии принимать меры к устранению при невозможности устранения причин отсутствия информационного стенда сообщать вышестоящему руководству.
15. Разработать планы взаимодействия с территориальными органами безопасности, территориальными органами Министерства внутренних дел Российской Федерации и территориальными органами Федеральной службы войск национальной гвардии Российской Федерации по вопросам противодействия терроризму и экстремизму– Срок исполнения (1 мес.).